
２０２６年１月２７日 

お客さまへ 

株式会社 大垣共立銀行 

自社や取引先企業の代表者等をかたったビジネスメールにご注意ください 

 

中小企業を対象に自社や取引先企業の代表者等をかたってメールを送り、指定の

口座に高額の現金を振り込ませる詐欺が全国的に発生しています。 

【犯行手口】 

１．中小企業等の社用メールに実在する自社や取引先企業の代表者等をかたって

メールを送りつけます。 

２． 振込権限を持っている担当者を含めたＳＮＳグループを作成させます。 

３． 作成したＳＮＳグループでやりとりし、指定した口座に事業資金等の名目で高額

の現金を送金させます。 

【ご注意ください】 

 ・ホームページ等に自社の代表者等の名前やメールアドレスが掲載されている

場合、第三者でも代表者等の名前をかたることが可能です。 

 ・知らないメールアドレスからのメールには注意してください。 

 ・自社や取引先企業の代表者等をかたっている場合でも、把握している連絡先に

直接連絡をして確認してください。 

 

以 上 


